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STRONG PASSWORD
TIPS

Do not include personal information (ex-name)
Try to not include words that can be found in the
dictionary (ex- dog)
Make it long, at least 12-16 characters minimum
Include a combination of uppercase and lowercase
letters, numbers, and special characters.
Use a passphrase that is complex but easy to
remember. 
Do not repeat passwords

WHAT OTHER TIPS HAVE YOU FOUND
TO MAKE A SECURE PASSWORD?



INSTRUCTIONS: 
EVALUATE THE FOLLOWING PASSWORDS. SUGGEST A
STRONGER PASSWORD AND A PASSPHRASE THAT
COULD BE USED INSTEAD OF THE ORIGINAL. 

PASSWORD: 

New Password:

Eagles12345

Passphrase:

PASSWORD: 

New Password:

Jamie3Lisa5

Passphrase:



INSTRUCTIONS: 
EVALUATE THE FOLLOWING PASSWORDS. SUGGEST A
STRONGER PASSWORD AND A PASSPHRASE THAT
COULD BE USED INSTEAD OF THE ORIGINAL. 

PASSWORD: 

New Password:

7evergreen!st

Passphrase:

PASSWORD: 

New Password:

liliyc@t

Passphrase:


